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We have received the following updates: 

 3.2 Lack of Cloud Audit Assurance and Log Sensitivity Management from Nadeem 

Bukhari, 

3.3 Need Clear Certification and Accreditation Guidelines from Lisa Carnahan, 

 3.4 Need Clear E-discovery Guidelines from Ken Stavinoha, 

 3.6 Need Clarity on Security Control Roles and Responsibilities from Ken Stavinoha, 

 3.8 Business Continuity and Disaster Recovery from Shilong Chu, 

 4.5 Identity and Access Management (IAM) and Authorization not Deployed from Bill 

Butler, 

 4.7 Cloud based Denial of Service from Bill Butler. 

 

The purpose of this meeting is to review one or two impediments with authors present. A 

thorough discussion on selected impediment(s) is preferable. 

 

Goal: Mitigate security impediments that may prevent adoption of cloud computing by Federal 

agencies.  

 

Main Deliverable: A document, the "Cloud Computing Security Impediments and Mitigations 

List". The document will contain a prioritized list of security impediments and, for each 

impediment, either a pointer to work that mitigates the impediment, or a description of 

approaches for mitigation.  

 

Deliverables for other WGs: Security sections for the Reference Architecture document, the 

Business Use Cases, and the Standards WG roadmap document.  

 

Deadlines for All Deliverables: 

  

initial draft in June, 2011 
new versions approximately every 2 weeks as appropriate  
Sep. 30, 2011 - final draft  

 


